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The production of SKAdNetwork originally served to function as an alter-
native approach to measuring campaigns with privacy as a central focus. 

Before submitting iOS 14 in September, Apple’s IDFA (iOS advertising 
device) was the source that primarily existed to track ads and attributions. 

However, with the rollout of iOS 14 for the first time, developers will need to 
gain consent before they can share the IDFA with third-party partners.

The SKAdNetwork is now on track to become the future of measuring 
mobile ad campaigns without IDFA. 

The data will now be sent to the network when they have appropriate 
consent. 

This is completely unrelated to and separates from IDFA. 

Apple has announced that they have made the decision to postpone the 
IDFA user consent requirements until 2021.

INTRODUCTION



Apple’s SKAdNetwork is a way to preserve user privacy during mobile in-
stallations. It is a way to measure certain conversion rates of CPI or app in-
stall campaign IDs without sharing the identity of the user. 

But how does Apple achieve this within specific privacy parameters and 
without user identifiers?

Apple and the App Store serve as the primary facilitators. The view 
through attribution process takes place through the App Store and is au-
thenticated through Apple’s servers. 

After that, it is removed and separated from anything that can identify the 
user and temporal information, which the ad networks then receive.

It’s not too difficult to understand how advertising identifier technology 
works. When a user clicks on an ad and opens the store, the network and 
the publishing app give it basic information such as campaign ID, network, 
and publisher. 

After that, the App Store sends a notification back to the network, indicat-
ing that the conversion event was successful.

The notification is sent within 24 hours of the first launch and is entirely free 
of identifying user information or device information. 

The App Store runs the majority of this process, so the advertiser is un-
aware of the publisher and ad. 

The ad network will receive a notice indicating that an install has taken 
place without IDing the user and preserving the user’s privacy.

Conversion value is only one measure of an ad network's success, of 
course.

HOW DOES SKAN WORK?



For publishers to stay relevant, they must adapt to and adopt the support 
of the SKAdNetwork. Suppose the majority of advertisers choose to use 
SKAdNetwork with Apple’s tracking and primarily utilize programmed ad-
vertising on iOS. In that case, SKAdNetwork inventory may be the only 
thing to bid on.

Figuring out how to meet this demand and adapt to these changes in re-
al-time is imperative to ensure that no one misses out on ad tech revenue.

WHY IS SKAN IMPORTANT FOR PUBLISHERS?



There are a few ways to prepare for Apple’s new iOS IDFA user consent re-
quirements. 

Though there are many things that companies may be looking into, here 
are some of the most important ways that you should consider preparing 
for the new requirements.

Data is likely to become more fragmented for app developers and ad net-
works.

SKAdNetwork provides data straight from Apple to advertising networks 
for everyone who uses iOS 14 at the campaign level.

AppTracking Transparency grants user-level data among iOS users who 
allow tracking through user consent.

HOW TO PREPARE FOR SKAN?

FIGURE OUT HOW YOU WANT TO GET YOUR

MOBILE ATTRIBUTION DATA.
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A lot of companies are thinking about whether or not they should capture 
IDFAs in 2021.

Many of them believe that IDFA may be a little outdated and may be dis-
ruptive to users.

Therefore, they are leaning toward only operating with SKAdNetwork and 
first-party data sources.

There are also a few other things that need to happen to fully enjoy SKAd-
Network and app attribution.

Advertising networks will need to both register and integrate themselves 
with Apple and sign individual ad campaigns appropriately.

The source app will need to clearly indicate to the OS through every ad 
click that it is relevant, so the signature gets passed to the OS.

Advertised apps will need to indicate that they were opened and deter-
mine the user’s quality based on the user’s activity to measure the quality 
of the users per campaign.

DECIDE IF YOU WILL GUIDE USERS TOWARDS
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As mentioned previously, SKAdNetwork does present a few practical chal-
lenges in terms of advertisers.

They are accustomed to obtaining data from attribution providers. Some 
of the other limitations of SKAdNetwork include:

LIMITATIONS OF SKAN

Granularity01

Advertiser
Mistrust

02

Risk of Fraud03

Limited ROI 04

Delays 05

Linking and
Attributions 06

LIMITATIONS
OF SKAN



Granularity : 

LIMITATIONS OF SKAN

Data is limited to 100 ad campaigns on each 
network, per advertised app, and presented 
only at the campaign level.

Advertiser Mistrust : Since data is primarily owned and reported by 
each individual ad network ID, the ad network is 
in charge of monitoring its own work. Advertisers 
obtain their data from other sources that tend 
to act more on their behalf.

Risk of Fraud : Data is subject to easier manipulation, which 
can potentially increase the risk of ad fraud 
taking place.

Limited ROI : The post-install notifications and notification 
features of SKAdNetwork are behind. They lack 
both the real-time window in which app events 
are happening and measured and the com-
monality of app events.

Delays: There is a delay window of a minimum of 24-48 
hours between the time that an install takes 
place and when it gets reported, which can 
make it difficult for advertisers to work on the 
go.

Linking and 
Attributions:

The SKAdNetwork currently does not support 
deep linking and does not allow downloading 
as an attributable.



There are not really any direct alternatives to SKAdNetwork. 

What may happen is that a mobile measurement partner (MMP) may 
choose to shift toward aggregated attribution solutions, which take deter-
ministic and non-deterministic methods, differential privacy, and pieces 
from SKAdNetwork combined. 

With this in mind, utilizing a lot of SKAdNetwork data will need to be part 
of aggregated attribution to make it more accurate.

There will be advertisers who do not want to work with the limitations of 
SKAdNetwork. So, MMPs will likely still continue to offer the infrastructure 
framework for both link building for tracking without SKAdNetwork and 
user routing for deep linking re-engagement.

ARE THERE ALTERNATIVES TO SKAN?

?
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In 2021, Apple will be launching its new IDFA and SKAdNetwork require-
ments. This change may not be ideal for everyone, but it has a lot of po-
tential to bring about some new growth opportunities. 

As with most new things, not having a clear path into exactly what is in 
store can be daunting, but we are breaking into something new and can 
only assume that with new adventures come new opportunities.

Whether you choose to embrace the changes coming to ad networks or 
choose to implement a hybrid of options, the new IDFA and SKAdNetwork 
requirements are coming and will likely involve significant benefits (and 
higher conversion value) for your search and advertised app products.

CONCLUSION
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